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Some context – Why security matters
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The threat is complex, 

multifaceted and ever 

evolving
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How do we defend?
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The Government Cyber Security 
Strategy



The Vision

To ensure that core government functions are resilient 

to cyber attack, strengthening the UK as a sovereign 

nation and cementing its authority as a democratic and 

responsible cyber power
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The Aim

Government’s critical functions to be significantly 

hardened to cyber attack by 2025, with all government 

organisations across the whole public sector being 

resilient to known vulnerabilities and attack methods no 

later than 2030.
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The Government Cyber 

Security Strategy
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GovAssure





More than just at the 

center



Common languages, 

problems and solutions



Secure by design



Risk driven activities

Clarity on roles and responsibilities

Practical guidance on achieving CAF 

outcomes



And more, in the center 

and in every department



Looking forward
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Facing new challenges 

like AI



We can’t be “the 

department of no”



AI as an enabler



AI as a security enabler



And it’s not just AI



The future is already here, it’s 

just unevenly distributed



Make use of the tools you 

have



Thank you and have a 
great day
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